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(57) ABSTRACT

A method and system for communicating among clients in a client-server computer network. The method and system allow a client to identify another client using a first identifier, such as a domain name of the other client. It is not necessary for the client to identify the other client with its network address, such as the Internet protocol (IP) address of the other client. The system comprises a server that updates a domain name system (DNS) server with the most recent IP address of the other client. In the event that the other client is off-line, the client may be connected to a Web page of the other client to leave and retrieve messages.

28 Claims, 7 Drawing Sheets
Start Client Side Routine

User connects to internet (TCP/IP connection starts).

Send username, password, domain name and IP address to remote DNS server. *(Encrypt)*

Receive queuing message back from remote DNS server.

Display queuing information to user.

Retrieve announcements from server.

Connect user to their server side page (the one displayed when they are off-line).

Display stats for how long they were off-line and how many hits they received, etc.

User wants to edit their server page? No

Give user an HTML/Plain text edit interface so they can edit HTTP and FTP messages.

Wait for confirmation from server of update.

Display confirmation to user that their domain name is now live.

Start Keep Alive Loop

While user is on-line send "alive" message to remote server every specified interval so server knows user is still on-line.

Terminate when user goes off-line.

Terminate Client Side Routine.

FIG. 4
**Fig. 5A**

**Start Server Side Routine**

502 Update listening loop (Continuous).

504 Receive user information (via TCP/IP socket over internet) [Decrypt].

506 Valid username and password?

508 Is user authorized to administer domain name?

510 Notify user of invalid login and ignore request

512 Queue up domain name changes and user information for next update.

514 Send information to user for when next update will take place.

516 Update listening loop (Continuous)
FIG. 5B

1. Update loop (regular interval).
2. Stop DNS service on server. (A Windows NT Server service similar to Linux or Unix).
3. Move information from DNS update queue to temporary queue (leaving DNS update queue empty).
4. Modify DNS tables with information in temporary DNS update queue.
5. Temporary DNS update queue.
6. Restart DNS service.
7. Notify users that their information was processed (user information stored in Temporary DNS update queue).
9. Update backup DNS server. (Would be an automatic timed event to happen shortly after manually updating primary DNS server).
10. End update loop (until next interval).
Start alive listening loop (continuous).

Listen for alive signal from users.

Receive alive signal within time-out period?

Yes

Ping user's machine at last known IP address.

No

User responds to ping?

Yes

Queue up DNS update to point users domain to server-side page.

No

Restart alive listening loop (continuous).

Terminate Server Side Routine.

FIG. 5C
1. Field of the Invention

The invention relates generally to communication of information among clients and servers in a computer network, such as the Internet. More particularly, this invention relates to a method and system for communicating among clients over the Internet.

2. Description of the Related Art

With the explosive expansion in the use of computer networks, such as the Internet, the demand for exchanging data, voice, and video has increased to record levels. Internet service providers (ISPs) continue to strive to keep up with the increased demand for service. To meet such demand, the Internet uses a system of numbers, known as an Internet protocol (IP) address, to identify every computer connected to the Internet. Generally, the IP address is an identifier for a computer or device operating on a transmission control protocol/Internet protocol (TCP/IP) network, such as the Internet. The format of an IP address is a 32-bit numeric address written as four numbers separated by periods. Each number may be within the range from and including zero to 255. Within a private network, an IP address may be assigned at random to each computer, as long as the IP address is unique to each computer. However, connecting a private network to the Internet requires using registered IP addresses (commonly referred to as “Internet addresses”) to avoid duplicate addresses for different private networks. The number of unassigned Internet addresses is running out, so a new scheme called Classless Inter-Domain Routing (CIDR) is gradually replacing the present IP addressing scheme.

A large number of users obtain access to the Internet from commercial ISPs via a dial-up telephone modem. In a technical sense, ISPs are considered private networks and, thus, an ISP assigns a predetermined number of IP addresses among its users using any desired assigning method, such as dynamic host configuration protocol (DHCP). Thus, each time a user logs onto the ISP to connect to the Internet, the ISP assigns an IP address to the user to uniquely identify the user’s computer (“client”) to other users on the Internet worldwide. Knowing the IP address, any Internet user may contact the client by entering the IP address in its application, which is usually a data, voice, or video communication software. The process is very similar to day-to-day telephone number dialing. Knowing a telephone number, a telephone user may call the telephone number from any telephone unit around the world.

Typically, a local telephone company assigns a unique telephone number to a new telephone customer. The assigned telephone number is static, i.e., fixed and does not change during the duration of service. Thus, any telephone user may reach the new telephone customer by simply dialing the customer’s telephone number. However, as described above, the IP address of an ISP client is dynamic (i.e., not static) and, thus, changes each time the client signs on to access the Internet. Accordingly, an Internet user cannot simply contact the client, because the client’s IP address is unknown. Hence, each time an Internet user wishes to contact the client, the client must provide the Internet user with the client’s currently assigned IP address. In view of the dynamic characteristic of the Internet, Internet users encounter limitations when desiring to contact or exchange live data with the client, e.g., voice or video conferencing.

Thus, there is a need in the computer network technology for a method and system that allow network users to communicate despite the dynamic character of IP addresses. Such method and system should allow users to communicate without having to know a client’s IP address in advance.

SUMMARY OF THE INVENTION

The invention provides a method of communication between a first client and a second client in a client-server network wherein the second client is allocated an interactive file. The method comprises identifying the second client with a first identifier of the second client. The method further comprises determining, based on the first identifier of the second client, a second identifier of the second client. The method further comprises establishing, based on the second identifier of the second client, a communication link between the first client and the second client if the second client is connected to the network. The method further comprises establishing, based on the second identifier of the second client, a communication link between the first client and the interactive file of the second client if the second client is disconnected from the network.

In another embodiment, the method comprises accepting a request for communication with the first client via the network based, at least in part, on identifying the second client by an identifier that is equivalent to a network address of the second client. The method further comprises establishing, based on the network address of the second client, a communication link between the first client and the second client, if the second client is connected to the network. The method further comprises establishing, based on the network address of the second client, a communication link between the first client and the interactive file of the second client, if the second client is disconnected from the network. In another embodiment, the method comprises receiving from the second client a request for connecting to the network. The method further comprises communicating a network address of the second client to a server, which is configured to store the network address with an identifier of the second client. The method further comprises establishing, based on receiving the identifier of the second client from the first client, a communication link between the first client and second client, if the second client is connected to the network. The method further comprises establishing, based on receiving the identifier of the second client from the first client, a communication link between the first client and the interactive file of the second client, if the second client is disconnected from the network.

In yet another embodiment, the invention provides a system for communicating among a plurality of clients in a client-server network. The system comprises a first client that is configured to communicate with a second client via the network. The second client establishes communication with the first client by identifying the first client with a first identifier of the first client. The first client is allocated an interactive file. The system further comprises at least one server in communication with the first client. The server is configured to identify the first client by a second identifier of the client. The server is further configured to direct the second client to the first client when the client is on-line, and direct the second client to the interactive file when the first client is off-line.
In yet another embodiment, the system comprises means for identifying the second client with a first identifier of the second client. The system further comprises means for determining, based on the first identifier of the second client, a second identifier of the second client. The system further comprises means for establishing, based on the second identifier of the second client, a communication link between the first client and the second client if the second client is connected to the network. The system further comprises means for establishing, based on the second identifier of the second client, a communication link between the first client and the interactive file of the second client if the second client is disconnected from the network.

**BRIEF DESCRIPTION OF THE DRAWINGS**

The above and other aspects, features, and advantages of the invention will be better understood by referring to the following detailed description, which should be read in conjunction with the accompanying drawings, in which:

FIG. 1 is a functional block diagram illustrating a plurality of computer networks connected via a communication network.

FIG. 2 is a block diagram illustrating communication between an Internet user and an on-line client in accordance with the invention.

FIG. 3 is a block diagram illustrating communication between an Internet user and an off-line client in accordance with the invention.

FIG. 4 is a flowchart describing the process of establishing a connection by a client in one of the networks of FIG. 1.

FIG. 5 is a flowchart describing the process of handling a connection by an ISP server in one of the networks of FIG. 1.

**DETAILED DESCRIPTION OF THE INVENTION**

The following description is not to be taken in a limiting sense, but is made merely for the purpose of describing the general principles of the invention. The scope of the invention should be determined with reference to the claims.

FIG. 1 is a functional block diagram of two or more computer networks 120 and 150 connected via a communication network 110. For the purpose of this disclosure, the combination of these two or more networks 110, 120, and 150 is referred to as the Internet 100. In principle, these networks operate in accordance with a client-server network architecture in which each computer or application on the network is either a client or a server. Thus, the network 120 comprises a plurality of clients 124, 126, and 128 that communicate to an Internet service provider (ISP) server 122 via respective dial-up modem links, or other similar links. Typically, each network includes at least one Domain Name System (DNS) server. Thus, the network 120 includes a DNS server 130 that is in communication with the ISP server 122 and the communication network 110. The DNS server provides a method of converting Internet domain names (e.g., www.site.com) to corresponding IP addresses (e.g., 121.132.143.154) to be understood by computer servers. This process is commonly referred to as “resolving” the domain name into an IP address. The DNS specification may be found in Request for Comments (RFC) 1035, authored by P. Mockapetris, and published by the Network Working Group (November 1987), and its subsequent revisions.

Similarly, the network 150 comprises a plurality of clients 154 and 156 that communicate to an ISP server 152 via respective dial-up modem links, or other similar links. The network 150 further comprises a DNS server 160 that is in communication with the ISP server 152 and the communication network 110. Although a limited number of ISP servers are shown in FIG. 1, it is understood that ISPs often employ a plurality of servers that are configured for various applications. As indicated above, the ISP servers 122 and 152 provide access to other computer networks connected to the Internet 100. Although only a limited number of clients are shown in FIG. 1, the shown clients are only illustrative of hundreds or thousands of clients. Typically, a client includes a personal computer (PC) or workstation on which users run applications. On the other hand, a server is a powerful computer dedicated to perform specialized functions, such as managing disk drives, printers, or network traffic. The server may be programmed with instructions to process client requests at least in part in accordance with the DNS specification.

For a client (e.g., the client 124) to communicate with another client (e.g., the client 156), the client 124 may enter the IP address of the client 156 to establish a communication link with the client 156. However, as noted above, when the client 156 connects to the ISP server 152 via a dial-up modem link, a DHCP server (which may be the ISP server 152 or another ISP server) is likely to assign a different IP address to the client 156 each time the client 156 logs onto the ISP server 152. In this embodiment, it is desirable to assign a fixed and unique domain name (e.g., username.m- webpages.net) that uniquely identifies each client, e.g., the client 156. Thus, when the client 156 subscribes for or enters into service with the ISP, the ISP administrator determines a domain name that uniquely identifies the client 156 at all times, despite changes to the client IP address. The client may also subscribe for subdomain names such as worldwide Web (www), file transfer protocol (ftp), mail, and others.

In one embodiment, the ISP server 152 is configured to identify the client 156 with its unique domain name as follows. Once the client 156 dials up the server 152, the client 156 enters its identification information, such as a username and password to identify itself to the server 152. If desirable, such identification information may be encrypted using any available encryption method (e.g., secure socket link or SSL) to protect such information from access by computer hackers. Once the server 152 verifies that the identification information is valid, the DHCP server (e.g. server 152) assigns and transmits an IP address to the client 156 to identify the client 156 to other users of the Internet 100 during the log session.

The server 152 is configured to keep track of the IP address that is assigned to the client 156. More particularly, the server 152 is configured to update an IP address table in the DNS server 160 to correlate or match the domain name (e.g., username.m- webpages.net) of the client 156 with its latest IP address. Once a user sends a TCP/IP inquiry (e.g., packet) destined to the domain name of the client 156, the DNS server 160 resolves the domain name of the client 156 with the latest IP address. Thus, when any user (e.g., the client 126) wishes to establish a communication link with the client 156, the client 126 may simply identify the client 156 by its unique domain name, no matter what link the client 156 is using to access the ISP server 152, and no matter how many different IP addresses the client 156 is assigned each time it connects to the server 152.

FIG. 2 is a block diagram illustrating communication between an Internet user 224 and an on-line client 256 in
accordance with the invention. In this embodiment, the Internet user 224 may be located in any network that accesses the Internet 100 (FIG. 1), whereas the client 256 may be located in a different network. The client 256 may connect to the Internet via an ISP server 222 using a dial-up modem link. As noted above, the ISP network includes (or has access to) at least one DNS server 230 which is dedicated to resolving domain names into IP addresses. When the client 224 wishes to establish a communication link with the client 256, the client 224 may enter the domain name of the client 256. However, pursuant to the TCP/IP specification, it is necessary for the client 224 to identify the IP address of the client 256. As noted above, this identification is performed by "resolving" the domain name of the client 256, as described hereinafter.

DNS instructions are executed using a specialized software program, such as a Berkeley Internet Name Domain (BIND) software developed by the University of California, Berkeley. The BIND software is most commonly used by the server 222. The BIND software includes a server and a resolver module that allow clients to name resources and share this information with other servers in the network 200. Client applications, such as Web browsers, interact with the domain name space through ISP servers. The format of client requests and responses is specific to the local host and its operating system. Using a communication application, such as Microsoft NetMeeting, the client 224 is configured to request to be connected to (i.e., establish a link with) the client 256 by entering "username.mwebpages.net". To establish the link between the client 224 and the client 256, the DNS server 230 (or another DNS server) is configured to resolve the domain name username.mwebpages.net. The DNS server 230 responds to the client 224 by supplying the domain name-to-IP address conversion from a list of IP addresses available in an accessible memory (not shown in the figure). The memory is typically in the form of a cache memory that allows rapid access to the cached (i.e., stored) information.

To maintain a current list of IP addresses, the server 230 periodically establishes a link with one or more other DNS servers to acquire a copy of an up-to-date list of IP addresses or to check that an existing list has not changed. Also, the DNS server 230 caches one or more of the most recently resolved IP addresses from previous client transactions. Both of these techniques ensure that the server 230 has an up-to-date list of IP addresses as topology of the Internet changes. In this embodiment, the ISP server 222 is configured to update the list of IP addresses of the DNS server 230 in response to change in client on-line/off-line status. This feature is described in detail below.

Once the IP address of username.mwebpages.net is identified, the DNS server 230 communicates the IP address to the client 224, which in turn establishes a TCP/IP session with the client 256. Pursuant to the DNS specification, the entire "resolving" process is substantially transparent to the user. In other words, the user does not necessarily know that an IP address is resolved for the domain name.

FIG. 3 is a block diagram illustrating communication between the Internet user 224 and the client 256 when the client 256 is off-line, in accordance with the invention. The block diagram of the network of FIG. 3 is substantially similar to the network of FIG. 2. When the client 224 enters the domain name of the client 256, the DNS server 230 is configured to resolve the domain name into an IP address of the client 224, as described above. When the client 256 is off-line, the ISP server 222 is configured to detect that the client 256 is off-line using any of the well-known methods. For example, in one embodiment, the server 222 is configured to periodically listen for an "alive" signal from the client 256. The alive signal may be in a form of at least one packet having any predetermined bit values to indicate that the client 256 is still connected to the Internet. If no alive signal is received from the client 256 within a predetermined time interval (e.g., 10, 20, or 30 seconds), the server 222 transmits a verification signal to the client 256 to confirm that the client 256 is off-line. The verification signal may be in the form of a Packet Internet Groper ("ping") signal that determines whether a particular IP address is accessible. The verification works by sending a packet to the specified address (i.e., client 256) and waiting for a reply packet. If no reply packet is received from the client 256, the server 222 updates client information to indicate that the client 256 (i.e., username.mwebpages.net) is off-line. The server 222 is configured to re-direct all client TCP/IP inquiries to an interactive file, such as a "Web page" of the client 256. The Web page of the client 256 acts like an answering machine wherein users wishing to contact the client 256 may leave messages to and retrieve information from the Web page of the client 256, while the client 256 is off-line. The Web page may be stored in the server 222 as part of the client's allocated or subscribed memory space (e.g., 5 Megabytes) with the ISP. Thus, in this embodiment, the server 222 re-directs the client 224 TCP/IP connection or session to the Web page of the client 256. In other embodiments, the interactive file of the client 256 may include any desired computer file, such as a streaming audio, video, an FTP server file, or a queuing mail server file.

FIG. 4 is a flowchart describing the process of establishing a connection by the client 124 with the server 122 in the network 120 of FIG. 1. In this embodiment, the client 124 is configured to run an application software that communicates with the server 122 when the client 124 is on-line. The process starts at block 400 when a user of the client 124 runs a dial-up software to connect to the server 122. At block 404, the client 124 requests connection to the Internet through the server 122, and connection is granted after verifying that identification information of the client 124 is valid. At block 408, the client 124 sends identification information and IP address of the client 124 to the DNS server 130. As noted above, the identification information may include a username, password, and/or domain name. By sending such information to the DNS server 130, the client 124 requests updating the table of IP addresses of the DNS server 130. Once the identification information is verified to be valid, the client 124 receives a queue message from the DNS server 130. The queue message indicates that the IP address table of the DNS server 130 will be updated at the next scheduled update time. Accordingly, the information and IP address of the client 124 is stored in a queue until the next update occurs. This ensures that the DNS server 130 is not interrupted each time a new client logs onto the Internet. Information and IP addresses of all clients that log onto the Internet within a predetermined time interval (e.g., 1, 2, or 3 minutes) are used to update the IP address table of the DNS server 130. At block 412, the client 124 displays the queue information to the user so that the user knows when he or she is expected to become accessible or reachable by other users who know the domain name of the client 124.

At block 420, the client 124 may retrieve announcements or other general informational messages from the server 122. At block 424, the server 122 connects the client 124 to the Web page of the client 124. As noted above, the Web page of the client 124 may include any desirable data. Thus, at block 428, the client 124 displays to the user information.
such as time of last log-on of the client 124, duration the client 124 was off-line, number of hits received by the Web page while the client 124 was off-line, any messages received from other users, and similar information. Thus, the user may retrieve, edit, and send any messages using the Web page. At block 432, the server 122 determines if the user wishes to edit or change the Web page of the client 124. If so, the operation proceeds to block 436 where the user is provided with an appropriate editor, such as a hypertext markup language (HTML) or plain text editor. In another embodiment, the client 124 may configure (i.e., edit or change) the Web page at any time, and not just at time of logging onto the server 122. As noted above, when the interactive file is expressed by media (e.g., audio or video) other than an HTML file, the client 124 may configure the interactive file using appropriate hardware/software, such as a microphone, headphone, and/or video camera. If, on the other hand, the user does not wish to perform any editing, the operation proceeds to block 440 where the user waits for server notification that the update of the DNS server 130 is successful.

Once the update of the IP address table of the DNS server 130 is complete, the operation proceeds to block 444 where the client 124 displays a message to the user indicating that the domain name “username.mwebpages.net” is live. This indicates that any user with access to the Internet may contact the user of the client 124 using the domain name of the client 124, despite a dynamically assigned IP address for the client 124. At block 448, the client 124 begins an alive loop with the server 122. As noted above, and as shown in block 452, a client 124 may run a software module that generates an alive signal (e.g., at least one TCP/IP packet) at periodic time intervals to notify the server 122 that the client 124 is still connected to the Internet. It is desirable to set the duration of the time interval long enough to avoid data transfer slowdown, but short enough to promptly announce that the client 124 is off-line. At block 456, when the client 124 goes off-line, the client 124 terminates the alive loop and sends an “off-line” message to the server 122. The process terminates at 460.

In one embodiment, one or more of the processes described in connection with the flowchart of FIG. 4 may be implemented as software modules, or firmware in a processor, in the client 124, the ISP server 122, the DNS server 130, or any other server that is accessible by the ISP network 120. Although the description of the flowchart of FIG. 4 is presented in connection with the client 124, it is understood that the flowchart may apply to any other client (e.g., the client 128) that accesses the Internet.

FIG. 5 is a flowchart describing the process of handling a connection by the server 122 in one of the networks (e.g., the network 120) of FIG. 1. The following describes operation of the network 120 at the server end. The process begins at block 500 when the DNS server 130 is powered on, reset, or the software application is run. The DNS server 130 includes (or has access to) at least three software modules that run in parallel (i.e., simultaneously). The three modules are represented by an update listening loop (block 502), a regular interval loop update (block 520), and an alive listening loop (block 540). Each branch of these loops is described separately hereinafter.

The update listening loop 502 represents a software module that allows the DNS server 130 to listen to new clients (e.g., the client 124 having a fixed domain name) that wish to log onto the Internet. When the client 124 wishes to update the DNS server 130 with the current IP address of the client 124, the user of the client 124 enters identification information. Thus, at block 504, the DNS server 130 receives the identification information and IP address from the user of the client 124. As noted above, identification information may include a username, password, and/or domain name. At this stage, it is assumed that the client 124 is already logged onto the Internet via the ISP server 122. Hence, the client 124 may communicate with the DNS server 130 via a TCP/IP socket connection. A socket commonly refers to a software object that connects an application to a network protocol, such as TCP/IP.

At block 506, the DNS server 130 determines whether the username and password are valid. If such information is not valid, the process proceeds to block 510 where the DNS server 130 notifies the user of the client 124 that identification information is not valid, and ignores the request of the client 124. If, on the other hand, the identification information is valid, the operation proceeds to block 508 where the DNS server 130 determines if the user of the client 124 is authorized to administer a domain name. This determination may be necessary because the user of the client 124 may not have subscribed for domain name service and, hence, may not have a fixed domain name. If so, the operation proceeds to block 510. If, on the other hand, the user of the client 124 is authorized to administer a domain name, the process continues to block 512 where the DNS server 130 queues the identification information and IP address of the client 124 until the next update of the IP address table of the DNS server 130.

At block 514, the DNS server 130 sends information to the client 124. The information notifies the user of the client 124 of the expected time of the next update of the IP address table of the DNS server 130. As noted above, this duration typically occurs within minutes. Meanwhile, as described in connection with the operation of the network 120 in FIG. 4 above, the user of the client 124 may have access to his or her web page. At block 516, the operation of the DNS server 130 returns to the update listening loop described beginning at block 502.

The purpose of the regular interval update loop 520 is to update the IP address table of the DNS server 130 with most current IP addresses that correspond to the fixed domain names of subscribing clients. The regular interval update loop 520 of the DNS server 130 may operate as follows. At block 522, the DNS service of resolving IP addresses into domain names is halted or stopped temporarily, so that an update of the IP address table can occur. During the temporary stop of the DNS service, DNS service is routed to a backup DNS server (not shown in FIG. 1) in accordance with the TCP/IP specification. As shown in FIG. 5, the block 518 represents the queue (e.g., a memory space that is accessible by the DNS server 130) of DNS updates received from block 512. In another embodiment, the DNS service is not disrupted. To update the IP address table of the DNS server 130, DNS updates may be communicated to the DNS server 130 using an application program interface (API) call. As is well known in the art, API represents a set of routines, protocols, and tools for building software applications. At block 524, the information that is present in the queue 518 is moved or transferred to a temporary queue (shown as block 528) to hold the latest DNS updates. This transfer empties and makes the DNS update queue 518 available for upcoming updates by new clients. At block 526, the IP address table of the DNS server 130 is modified or updated with the information from the temporary DNS queue 528. At block 530, the DNS service of the DNS server 130 is resumed.
At block 532, the DNS server 130 notifies users of all clients, whose identification information was present in the most recent temporary DNS update queue 528, that their information was processed successfully. This indicates to the user that the DNS server 130 is updated with the respective client’s current IP address, so that other users may contact the respective client using its fixed and known domain name. At block 534, the temporary DNS update queue 528 is cleared or emptied, thereby making it available for holding next update information from the DNS server 518. At block 536, the backup DNS server is updated with the latest IP address information currently present in the DNS server 130. Pursuant to the TCP/IP specification, updating the backup DNS server is an automatically timed event that occurs shortly after the primary DNS server 130 is updated. The regular interval update loop is temporarily terminated (at block 538) until the next update where the process returns to block 520.

The purpose of the alive listening loop 540 is to maintain an up-to-date record of the clients that are currently logged onto the Internet via the server 122. The alive listening loop 540 may operate as follows. At block 542, the server 130 listens to an alive signal (e.g., a TCP/IP packet) from each client that is logged onto the Internet via the server 122. At block 544, the server 122 determines whether such alive signal is received within a predetermined interval of time from each logged-on client. If so, the alive listening loop continues to block 552 indicating a return to the start of the alive listening loop at block 540. If, on the other hand, the alive signal is not received from a particular client (e.g., the client 124) within a predetermined time interval (e.g., 10, 20, or 30 seconds), the process continues to block 546 where the server 122 transmits a verification signal to the last known IP address of the client 124 to confirm that the client 124 is off-line. As noted above, the verification signal may be in the form of a ping signal that determines whether a particular IP address is accessible. At block 548, the server 122 determines if the client 124 responds to the ping signal. If no reply packet is received from the client 124 at block 550, the server 122 updates client information to indicate that the client 124 (i.e., username.mwebpages.net) is off-line. The server 122 is configured to re-direct all client TCP/IP inquiries to the Web page of the client 124. Thus, in this embodiment, the server 122 re-directs future TCP/IP connection or session to the Web page of the client 124. The process continues to block 552, as described above. The block 590 indicates terminating the operation of the above-described loops and processes.

In one embodiment, one or more of the processes described in FIG. 5 may be implemented as software modules, or firmware in a processor, of the ISP server 122, the DNS server 130, or any other server that is accessible by the ISP network 120. For example, the ISP server 122 may provide the above-described service to clients and, thus, no special software is needed to be implemented in the client 124. Although the description of the flowchart of FIG. 5 is presented in connection with the network 120, it is understood that the flowchart may apply to any other network (e.g., the network 150) that accesses the Internet.

In view of the foregoing, it will be appreciated that the invention overcomes the long-standing need for a method and system that allow network users to communicate despite the dynamic character of IP addresses. Such method and system allow users to communicate without having to know a client’s IP address in advance. The invention may be embodied in other specific forms without departing from its spirit or essential characteristics. The described embodiment is to be considered in all respects only illustrative and not restrictive. The scope of the invention is, therefore, indicated by the appended claims rather than by the foregoing description. All changes that fall within the meaning and range of equivalency of the claims are to be embraced within their scope.

What is claimed is:

1. A method for updating Domain Name System (DNS) information in response to a change in client status, the method comprising the steps of:
   receiving a client request to update DNS information on a DNS server, the client being subscribed to a domain name;
   on receipt of the client request, assigning an IP address to the client and updating an entry in an IP address table on the DNS server such that the domain name corresponds with the assigned IP address;
   determining a client status of on-line or off-line; and
   responsive to off-line determination, updating the IP address table on the DNS server such that the domain name corresponds with an interactive file;

2. The method of claim 1, wherein the interactive file comprises a first web page that is configured to provide information to the client and configured to allow the first client to leave a message for a second client.

3. The method of claim 1, further comprising:
   on receipt of the client request, connecting the client to a second web page associated with the client.

4. The method of claim 3, wherein the second web page includes at least one of messages received while client was off-line, a time of last log-on by client, or a duration the client was off-line.

5. The method of claim 1, further comprising:
   on receipt of the client request, determining if the client is authorized to administer the domain name.

6. The method of claim 1, wherein the update step further comprises:
   queuing the client request on a DNS update queue;
   moving the request from the DNS update queue to a temporary queue; and
   updating the IP address table of the DNS server with the request from the temporary queue.

7. The method of claim 6, further comprising:
   notifying the client that the request has been queued; and
   notifying the client that the request has been processed.

8. The method of claim 1, wherein the determining step further comprises:
   monitoring arrival of a signal that is periodically transmitted by the client, the arrival of the signal indicating that the status of the client is on-line.

9. The method of claim 8, wherein the determining step further comprises:
   determining that the status of the client is off-line if the signal is not received within a predetermined time interval.

10. A method for updating Domain Name System (DNS) information in response to a change in client status, the method comprising the steps of:
   receiving identification information from a client, the client being subscribed to a domain name;
   on receipt of the identification information, assigning an IP address to the client and updating an IP address table on the DNS server such that the domain name corresponds with the assigned IP address;
   determining a client status of on-line or off-line; and
responsive to determining the status is off-line, updating the IP address table on the DNS server such that the domain name corresponds to a first web page located on a server.

11. The method of claim 10, further comprising: on receipt of the client request, connecting the client to a second web page associated with the client, wherein the second web page includes at least one of messages received while client was off-line, a time of last log-on by client, or a duration the client was off-line.

12. The method of claim 10, further comprising: on receipt of the client request, determining if the client is authorized to administer the domain name.

13. A computer-readable medium containing a program for updating Domain Name System (DNS) information in response to a change in client on-line/off-line status, the program comprising the steps of:

- receiving a client request to update DNS information on a DNS server, the client being subscribed to a domain name;
- on receipt of the client request, assigning an IP address to the client and updating an entry in an IP address table on the DNS server to match the domain name with the assigned IP address;
- determining a client status of on-line or off-line; and
- responsive to off-line determination, updating the IP address table on the DNS server to match the domain name with an interactive file.

14. The method of claim 13, wherein the interactive file comprises a first web page that is configured to provide information to the client and configured to allow the client to leave a message for a second client.

15. The method of claim 13, further comprising:
on receipt of the client request, connecting the client to a second web page associated with the client.

16. The method of claim 15, wherein the second web page includes at least one of messages received while client was off-line, a time of last log-on by client, or a duration the client was off-line.

17. The method of claim 13, further comprising:
on receipt of the client request, determining if the client is authorized to administer the domain name.

18. The method of claim 13, wherein the update step further comprises:
queuing the client request on a DNS update queue; and
moving the request from the DNS update queue to a temporary queue; and
updating the IP address table of the DNS server with the request from the temporary queue.

19. The method of claim 18, further comprising:
notifying the client that the request has been queued; and
notifying the client that the request has been processed.

20. The method of claim 13, wherein the determining step further comprises:
monitoring arrival of a signal that is periodically transmitted by the client, the arrival of the signal indicating that the status of the client is on-line.

21. The method of claim 20, wherein the determining step further comprises:
determining that the status of the client is off-line if the signal is not received within a predetermined time interval.

22. A system for updating Domain Name System (DNS) information in response to a change in client status, the system comprising:
means for receiving a client request to update DNS information on a DNS server, the client being subscribed to a domain name;
means for assigning, on receipt of the client request, an IP address to the client and updating an entry in an IP address table on the DNS server such that the domain name corresponds with the assigned IP address;
means for determining a client status of on-line or off-line; and
means for updating, responsive to off-line determination, the IP address table on the DNS server such that the domain name corresponds with a first web page, wherein the first web page is configured to provide information to the first client and configured to allow the first client to leave a message for the second client.

23. The method of claim 22, further comprising:
means for queuing, on receipt of the client request, the client to a second web page associated with the client, wherein the second web page includes at least one of messages received while client was off-line, a time of last log-on by client, or a duration the client was off-line.

24. The method of claim 22, further comprising:
means for determining, on receipt of the client request, if the client is authorized to administer the domain name.

25. The method of claim 22, wherein the means for updating further comprises:
means for queuing the client request on a DNS update queue;
means for moving the request from the DNS update queue to a temporary queue; and
means for updating the IP address table of the DNS server with the request from the temporary queue.

26. The method of claim 22, further comprising:
means for notifying the client that the request has been queued; and
means for notifying the client that the request has been processed.

27. The method of claim 22, wherein the means for determining the client status further comprises:
means for monitoring arrival of a signal that is periodically transmitted by the client, the arrival of the signal indicating that the status of the client is on-line.

28. The method of claim 22, wherein the means for determining client status further comprises:
means for determining that the status of the client is off-line if the signal is not received within a predetermined time interval.
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